
Мошенники стали использовать 
тему гонконгского гриппа для 

кражи денег
С помощью сервиса на основе искусственного интеллекта обнаружили 

новую схему обмана, в которой мошенники используют объявление 
гонконгского гриппа доминирующим штаммом в России. Преступники звонят 
от имени поликлиник, пугают жертв и похищают данные для входа на 
«Госуслуги», а затем представляются сотрудниками силовых ведомств для 
кражи денег. 

Мошенники активно следят за новостной повесткой и используют 
громкие инфоповоды для обмана. Таким образом влияние социальной 
инженерии начинается еще до того, как мошенник связался с потенциальной 
жертвой - шансы на успешный фрод1 растут. Телефонный фрод в 2025 году 
стал лидером среди мошеннических схем, обогнав инвестиционные аферы и 
обманы на сайтах объявлений. Рост числа таких преступлений по сравнению 
с прошлым годом составил 31%. Средний возраст жертвы телефонных 
мошенников снизился с 39 до 33 лет.  

Рекомендуем никогда не называть коды из СМС, не переводить деньги 
на так называемые безопасные счета и прерывать разговор в случае давления. 
Для тренировки навыков противостояния мошенникам можно использовать 
сервис фрод-рулетка «Ловушка для мошенников».

 

1 Фрод (англ. fraud — «мошенничество») — вид мошенничества в области информационных технологий. 
Злоумышленники (фродеры) используют разные схемы, чтобы получить выгоду и навредить пользователям. 
Цель — хищение чужих денег или другого имущества путём обмана.


